






1	 See Digital Advertising Alliance, Self-Regulatory Principles for Online Behavioral Advertising (DAA OBA Principles), available at 
http://www.aboutads.info/resource/download/seven-principles-07-01-09.pdf; see also Digital Advertising Alliance, Self-Regulatory 
Principles for Multi-Site Data (DAA Multi-Site Data Principles), available at http://www.aboutads.info/resource/download/Multi-Site-
Data-Principles.pdf; Digital Advertising Alliance, Application of Self-Regulatory Principles to the Mobile Environment (DAA Mobile 
Guidance), available at http://www.aboutads.info/DAA_Mobile_Guidance.pdf, (together DAA Principles).

2 	 The NAI Code promotes actions by NAI members to increase trust in the entire Internet advertising ecosystem. For instance, 
members have an obligation to place use restrictions on data transferred to other parties. Members also take steps to require those 
websites and applications with which they have a contract and engage in Personalized Advertising to post notice regarding data 
collection and use practices for this purpose. However, the Code does not impose direct obligations on non-member companies and 
the NAI compliance program does not review the practices of non-members.
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3	 Fed. Trade Comm’n, Protecting Consumer Privacy in an Era of Rapid Change, Recommendations for Businesses and Policymakers 
(March 2012) (FTC Final Privacy Report), https://www.ftc.gov/sites/default/files/documents/reports/federal-trade-commission-report-
protecting-consumer-privacy-era-rapid-change-recommendations/120326privacyreport.pdf; see also Statement of Comm’r Maureen K. 
Olshausen, WC Docket No. 16-106, at 1-2 (FTC May 27, 2016), available at https://www.ftc.gov/system/files/documents/public_statement
s/951923/160527fccohlhausenstmt1.pdf.

4	 White House, Consumer Data Privacy in a Networked World: A Framework for Protecting Privacy and Promoting Innovation in the 
Global Digital Economy (February 2012) (White House Privacy Report), https://obamawhitehouse.archives.gov/sites/default/files/privacy-
final.pdf.

5	  See, e.g., Paul Ohm, Broken Promises of Privacy: Responding to the Surprising Failure of Anonymization, 57 UCLA L. REV. 1701 
(2010); Arvind Narayanan & Ed Felten, No Silver Bullet: De-Identification Still Doesn’t Work, July 9, 2014, http://randomwalker.info/
publications/no-silver-bullet-de-identification.pdf.
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7	 Certain practices, such as the provisioning of offline data for use in targeted online advertising, are not directly covered by this 
Code. Some member companies have committed to applying NAI principles to these practices in order to further promote consumer 
privacy. The NAI will enforce the relevant NAI Code provisions on such members. The NAI will apply any future updates to the Code 
that cover provisioning of offline data for use in targeted advertising to all NAI members.

8 	 See FTC Final Privacy Report, supra note 3, at 42. 

9	 See FTC Final Privacy Report, supra note 3, at 41; DAA OBA Principles, supra note 1, at 10-11 (defining OBA to exclude first party 
activity, ad delivery and ad reporting, and contextual advertising).

10	 The DAA Online Interest-Based Advertising Accountability Program has also indicated that it considers Retargeting to be covered 
by the DAA Self-Regulatory Principles for Online Behavioral Advertising (DAA OBA Principles). See Formal Review of 23andMe, Inc., 
Case Number 30-2013 (2013) available at http://www.bbb.org/us/storage/113/Documents/23andMe-Decision-20131115.pdf.

http://www.bbb.org/us/storage/113/Documents/23andMe-Decision-20131115.pdf






15	 See Guidance for NAI Members: Determining Whether Location is Imprecise, available at https://www.networkadvertising.org/sites/
default/files/nai_impreciselocation.pdf. 

16	 These examples are provided in this Code for illustrative purposes only.
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20	 For the purpose of this Code, “retrospective merger” is the combination of PII with previously collected DII by a member. This 
could include the merger of existing segment information with a newly collected name or email address. When the individual’s DII was 
originally collected, the individual did not have the expectation that it would later be tied to his or her PII. “Prospective merger” is the 
combination of PII with DII to be collected on a going-forward basis by a member. The PII was collected by the member before the DII 
was collected. An example of this could include the collection of potential purchase intent by a member in combination with a name or 
email address that had already been provided by the user.

21	 See Guidance for NAI Members: Cross-Device Linking, available at https://www.networkadvertising.org/pdfs/NAI_Cross_Device_
Guidance.pdf.

22	 The NAI recognizes that separate Opt-Out Mechanisms control each browser on a device, as well as a mobile device’s app 
environment, supra note 6.
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23	 See Fed. Trade Comm’n, Privacy Online: A Report to Congress 7 (1998), https://www.ftc.gov/sites/default/files/documents/reports/
privacy-online-report-congress/priv-23a.pdf; see also Fed. Trade Comm’n, Privacy Online: Fair Information Practices in the Electronic 
Marketplace (2000), https://www.ftc.gov/sites/default/files/documents/reports/privacy-online-fair-information-practices-electronic-
marketplace-federal-trade-commission-report/privacy2000.pdf.

24	 See Guidance for NAI Members: Use of Non-Cookie Technologies for Interest-Based Advertising, available at https://www.
networkadvertising.org/sites/default/files/NAI_BeyondCookies_NL.pdf.
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